
Daily using my #unconventional, #creative and #sharpwitted
bio-processor to help create a more secure future.

Well, that's my tagline indeed. I could talk endlessly about my interests, passion, experience and knowledge. 
But what I much rather do is to get to know you and your organization! Do you have a Cybersecurity question, 
problem or challenge? And are you looking for an seasoned Cybersecurity expert with an unprecedented 
hunger for more knowledge, personal growth and delivering real value to help you further?

If the answer to that question is yes, please contact me right away.

Achievements

Satisfied customers

Previous relevant positions

Global Information Security Officer a.i. 01/2022 - 12/2023
Responsible for and leading the security team to help GrandVision 
Benelux & Group to develop and improve the implementation of the 
information security policy and to address new and changing risks and 
threats for the headquarters and international subsidiaries.

Information Security Officer 03/2016 - 01/2022
With a heart for technology and everything IT my job was to create 
awareness, guidance, direction and change on Cyber and Information 
Security for Wehkamp. Any noteworthy developments, incidents and 
changes were reported by me to the CTO.

IT Security Officer 10/2013 - 03/2016
My responsibility was to work together with the CISO, other 
Information Security Officers and the IT-department to make sure that 
all IT Security controls operate the way they are expected to operate in 
order to ensure proper resilience against threats and risks.
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Expertise

● Network, Information and Cyber Security
⚫⚫⚫⚫⚫⚫

● Risk Management
⚫⚫⚫⚫⚫⚪

● Governance, Compliance & Auditing
⚫⚫⚫⚫⚫⚪

● Strategy, Policy, Roadmap
⚫⚫⚫⚫⚫⚫

● Awareness Training and Workshops
⚫⚫⚫⚫⚫⚫

● Phishing & Email Security
⚫⚫⚫⚫⚫⚫

● Vulnerability Management
⚫⚫⚫⚫⚫⚪

● ISO/IEC 27001 & NEN 7510
⚫⚫⚫⚫⚫⚪

● Open Web Application Security Project 
(OWASP)
⚫⚫⚫⚫⚫⚪

● Center for Internet Security (CIS)
⚫⚫⚫⚫⚫⚪

● Penetration Testing
⚫⚫⚪⚪⚪⚪

● Windows & Windows Server
⚫⚫⚫⚫⚪⚪

● Linux & Android
⚫⚫⚫⚫⚪⚪

● macOS & iOS
⚫⚫⚪⚪⚪⚪

● Amazon Web Services (AWS)
⚫⚫⚫⚪⚪⚪

● Microsoft Azure
⚫⚪⚪⚪⚪⚪

● Google Cloud Platform (GCP)
⚫⚪⚪⚪⚪⚪

Certifications and Training courses

● Information Operations - Influence, Exploit, And Counter at 
Blackhat USA, 2023
IO strategies, military IO doctrine and TTPs, psychological 
operations, deception and counterdeception, IO incident 
response, how to craft themes and messages, propagation 
techniques, and tactics for defending and countering 
information operations.

● Business Continuity and Disaster Recovery (BCDR), 2023
Planning, creating, maintaining and testing a Business 
Continuity Disaster Recovery plan within an organization.

● Certified Cloud Security Professional (CCSP), 2022
Certified to effectively design, implement and manage 
best-in-class cybersecurity programs for cloud 
environments.

● Certified Information Systems Security Professional 
(CISSP), 2017
Certified to effectively design, implement and manage 
best-in-class cybersecurity programs for on-premise 
environments.

● Open Source Intelligence, 2018
Trained in regard to the use of OSINT and SOCMINT to 
gather intelligence from people by means of social 
engineering and open source information sources.

● Advanced Practical Social Engineering at Blackhat USA, 
2017
Certification for practical social engineering techniques like 
pre-text setups, subtle interrogation, and body language.

● Paul Ekman Group, Micro/subtle Expressions, 2017
Certification for techniques like micro and subtle facial 
expressions and body language used in social engineering.

● Bachelor of Computer Science (BSc), Security 
Management, 2012-2016
Development and programming, IT-Architecture, Networking 
technology, System development, Test and acceptance 
management, Desktop and workspace management, Data 
storage strategy and management, Business Management 
for ICT, ICT-strategy, Virtualization and Cloud Computing, 
Information Security and ISO 270001, Risk Management, 
Project management, Organization and Communication

● EC-Council Certified Ethical Hacker (CEH), 2015
Trained in regard to penetration testing and the use of 
exploits, SQL injection, Cross-site scripting (XSS), LFI, RFI 
vulnerabilities and various other techniques.

● Information Security ISO/IEC 27000 Foundation, 2010
Trained to implement and manage an Information Security 
Management System as specified in ISO/IEC 27001.

● ITILv3 Service Offerings and Agreements, 2010
Certified for practical application of SOA practices in order to 
enable portfolio, service level, service catalogue, demand, 
supplier and financial management.

joram@mite3.nl
Joram Teusink

mailto:joram@mite3.nl
https://www.linkedin.com/in/teusink/

